# Third Party Sourcing Project

<table>
<thead>
<tr>
<th>Information we need from your organization</th>
</tr>
</thead>
</table>

**Title**
Third Party Sourcing Project – Vendor Managed Inventory

**Description**
General Dynamics is looking for the Supplier to purchase all of the identified critical items that will be identified on an Approved Parts List (APL). There are a minimum of 80 parts with an estimated total value through the two-year contract period of $14.5 million. Acquiring and holding all of the material at one time will not be necessary.

Along with a Statement of Work, the Supplier will be provided the production schedule, and will be required to manage third tier supplier lead times in order to keep material in stock to meet that schedule. The Supplier will be provided the Approved Supplier List, along with the drawings, specifications, quality requirements, etc. associated with each part. The parts consist of mechanical and optical parts and assemblies. The mechanical parts include parts that are machined from multiple types of metals, such as aluminum, brass, copper, copper alloy, copper-beryllium, elgiloy, ni-cu-al, stainless steel, steel, and titanium, as well as different types of plastics.

The Supplier shall be responsible for the implementation, management, planning and procurement of materials specified on the APL. The Supplier’s duties shall include, but are not limited to; shelf life management, inspection, inventory management, and shipments to Contractor’s facilities.

**Focus Area(s)**
The Supplier will have to meet the following requirements.

1) Federal Acquisition Regulation (FAR):
   a) FAR 52.204-21 Basic Safeguarding of Covered Contractor Information Systems

2) Defense Federal Acquisition Regulation Supplement (DFARS):
   a) 252.204-7008 Compliance with Safeguarding Covered Defense Information (Oct 2016)
   b) 252.204-7009 Limitation on the Use or Disclosure of Third Party Contractor Reported Cyber Incident Information (Oct 2016)
   c) 252.204-7012 Safeguarding Covered Defense Information and Cyber Incident Reporting
   d) 252.239-7009 Representation of Use of Cloud Computing (Sept 2015)
   e) 252.239-7010 Cloud Computing Services (Oct 2016)

3) NIST SP 800-171 defines the security requirements for protecting Controlled Unclassified Information (CUI) in non-federal information systems and organizations. Generally, Department of Defense contractors, except COTS suppliers, are required to implement these security requirements by no later than December 31, 2017. Please refer to DFARS 252.204-7008, DFARS 252.204-7012 and NIST SP 800-171 for more details.

4) FLOW-DOWN CLAUSES TO GENERAL DYNAMICS SUPPLIERS
   The applicable flow-down clauses are included in General Dynamics Mission Systems terms and conditions for its suppliers. Our terms and conditions are available at the following link: [https://gdmissionsystems.com/suppliers/terms-conditions/](https://gdmissionsystems.com/suppliers/terms-conditions/)

5) Debarment Disclosure

**Keyword(s)**
Vendor Managed Inventory

**Response Instructions & Date**
Responses will be accepted thru 3/19/2020

General Dynamics Mission Systems Innovation Sourcing Network™ (ISN) is seeking respondents to the following TechScout request. This TechScout request does not contain
U.S. export controlled technical data or proprietary information, and is approved by General Dynamics Mission Systems for public release and is in the public domain.

Send email response to techscout@gd-ms.com

TechScout responses should not contain any export controlled technical data or proprietary information.

Response should include the following information
  - Product information in the form of a data sheet
  - Include your SBA Classification
  - Include if you are a Non Traditional DoD Contractor

In your response, please identify whether you or your company are located outside the U.S. If located outside the U.S., please identify any home country export controls that will apply to your response. If located in the U.S., please identify whether your company employs non-U.S. manufacturing or design facilities, or foreign nationals in your response.

Any subsequent interaction between General Dynamics Mission Systems and a non-U.S. based TechScout respondent, or a U.S. based TechScout Respondent with non-U.S. manufacturing, design or foreign national employees must be reviewed and approved in advance for U.S. Export Compliance requirements by the General Dynamics Mission Systems Office of Import/Export Compliance prior to any such interaction.

General Dynamics Mission Systems will not be responsible for, nor will it pay for any expense which may be incurred by the supplier in preparation of its TechScout response. Supplier acknowledges and agrees that this TechScout request does not commit General Dynamics Mission Systems to any course of action, including but not limited to, any purchase of supplier’s products or services or any future involvement with supplier. The issuance of this request does not bind General Dynamics Mission Systems to accept or review any response, in whole or in part. Subsequent pursuit or action on the part of General Dynamics Mission Systems or the TechScout respondent may require the respondent to comply with aspects of the U.S. International Traffic in Arms Regulations (ITAR) or the U.S. Export Administration Regulations (EAR) including a need to register, or apply for or execute licenses or other authorizations.

Firms or individuals from countries subject to U.S. sanctions are not eligible to participate in this TechScout request. (U.S. Sanctions information may be found at: https://www.treasury.gov/resource center/sanctions/Programs/Pages/Programs.aspx). These sanctions apply comprehensively to Iran, Syria, Sudan, Cuba, and North Korea. In addition, Firms or individuals that appear on the U.S. Government’s Consolidated Screening List (available at http://export.gov/ecr/eg_main_023148.asp) are not eligible to participate in this TechScout request.*

**Questions**

Email the Innovation Sourcing Network with any questions or required clarification at techscout@gd-ms.com.